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DETA
(Database for the Exchange of Approval documentation)

 is the secure internet database to circulate approvals 
and its attachments,

as required to be established by the UNECE,
according to the 1958 Agreement Revision 3.

State of play

2



• DETA is still under development but since May 2019 
ready to be used for its main purpose: 
exchanging UNECE approval documentation between the 
Contracting Parties to the 1958 Agreement.

• 30 Contracting Parties have notified their DETA Focal Point

• App. 3900 approvals uploaded  (E1, E4, E5, E8, E13, E17, E20, E22, E43)

• App. 3700 manufacturers are uploaded and could be selected by TAA

• 11 Manufacturer have access to DETA (their own approvals)
(manufacturer’s access is to be requested via their approval authority and to be forwarded to the DETA Administrator)

State of play
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• Financing of DETA by UNECE 
• No Regular Budget for DETA in 2021
• Further steps necessary, including at UNECE level 

• UI • open options to be discussed at GR level Necessity of UI for the marking 

• Input of GRE is pending and needs to be evaluated by WP.29

• Using UI and keep installation marking and information on the part,

• Using UI only for the approval marking and providing open access to the communication document, 
which would also contain the necessary installation marking.

State of play – Developments – open issues
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• Implementation of an automated mass-upload function 
 via Web-Service (financing open)

• DETA system security under discussion
• Authentication for access

State of play – Developments – open issues
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WP.29 is requested to consider the endorsement of

• Document WP.29-182-07 (Guidelines for the use of DETA with regard to the 
exchange of information on Cyber Security)

• Access rights of CPs – Shall the MSA get read access?
The IWG agreed:
• with the read access for Market Surveillance Authorities (MSA), provided confidentiality, 

security, limited to the regulatory purpose, 

• that the CPs should control the access rights and observe confidentiality in order to protect 
commercial secrets.

Questions to WP.29
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